**ВНИМАНИЕ! МОШЕННИКИ!**

**НЕ ДАЙ СЕБЯ ОБМАНУТЬ!**

**В целях профилактики мошенничеств и краж с банковских карт рекомендуем:**

1.При использовании банковской карты следите, чтобы ваш PIN-код не попал в поле зрения третьих лиц.

2.При оплате услуг в любых заведениях следите за процедурой списания денежных средств, не отдавайте карту в чужие руки.

3.При продаже товара в интернете не сообщайте данные карты потенциальному покупателю, просите расчет наличными.

4.Не приобретайте товары в сомнительных интернет-магазинах, это могут оказаться мошенники.

5.При утере банковской карты или мобильного телефона, к которому подключен мобильный банк, немедленно позвоните в банк, объясните ситуацию и заблокируйте карту.

6. Не сообщайте код карты, пин-код, срок действия карты и персональные данные владельца.

7. Не совершайте никаких действий с банковской картой по указанию третьих лиц.

8. Сотрудники банков никогда не спрашивают по телефону реквизиты банковских карт.

9. Не переводите деньги на неизвестные расчетные счета и телефонные номера.

10. Выучите наизусть пин-код карты либо храните его отдельно от карты и не в бумажнике.

11.Не верьте любой информации от позвонившего незнакомца, даже если звонок поступил с официального телефона горячей линии банка. Прервите разговор и самостоятельно позвоните на телефон горячей линии банка, набрав номер заново вручную. Помните: код вашей карты и пароли подтверждения операций не имеет права спрашивать даже сотрудник банка.

**ВНИМАНИЕ! МОШЕННИКИ!**

**НЕ ДАЙ СЕБЯ ОБМАНУТЬ!**

**В целях профилактики мошенничеств и краж с банковских карт рекомендуем:**

1.При использовании банковской карты следите, чтобы ваш PIN-код не попал в поле зрения третьих лиц.

2.При оплате услуг в любых заведениях следите за процедурой списания денежных средств, не отдавайте карту в чужие руки.

3.При продаже товара в интернете не сообщайте данные карты потенциальному покупателю, просите расчет наличными.

4.Не приобретайте товары в сомнительных интернет-магазинах, это могут оказаться мошенники.

5.При утере банковской карты или мобильного телефона, к которому подключен мобильный банк, немедленно позвоните в банк, объясните ситуацию и заблокируйте карту.

6. Не сообщайте код карты, пин-код, срок действия карты и персональные данные владельца.

7. Не совершайте никаких действий с банковской картой по указанию третьих лиц.\

8. Сотрудники банков никогда не спрашивают по телефону реквизиты банковских карт.

9. Не переводите деньги на неизвестные расчетные счета и телефонные номера.

10. Выучите наизусть пин-код карты либо храните его отдельно от карты и не в бумажнике.

11.Не верьте любой информации от позвонившего незнакомца, даже если звонок поступил с официального телефона горячей линии банка. Прервите разговор и самостоятельно позвоните на телефон горячей линии банка, набрав номер заново вручную. Помните: код вашей карты и пароли подтверждения операций не имеет права спрашивать даже сотрудник банка.

**ВНИМАНИЕ! МОШЕННИКИ!**

**НЕ ДАЙ СЕБЯ ОБМАНУТЬ!**

**В целях профилактики мошенничеств и краж с банковских карт рекомендуем:**

1.При использовании банковской карты следите, чтобы ваш PIN-код не попал в поле зрения третьих лиц.

2.При оплате услуг в любых заведениях следите за процедурой списания денежных средств, не отдавайте карту в чужие руки.

3.При продаже товара в интернете не сообщайте данные карты потенциальному покупателю, просите расчет наличными.

4.Не приобретайте товары в сомнительных интернет-магазинах, это могут оказаться мошенники.

5.При утере банковской карты или мобильного телефона, к которому подключен мобильный банк, немедленно позвоните в банк, объясните ситуацию и заблокируйте карту.

6. Не сообщайте код карты, пин-код, срок действия карты и персональные данные владельца.

7. Не совершайте никаких действий с банковской картой по указанию третьих лиц.\

8. Сотрудники банков никогда не спрашивают по телефону реквизиты банковских карт.

9. Не переводите деньги на неизвестные расчетные счета и телефонные номера.

10. Выучите наизусть пин-код карты либо храните его отдельно от карты и не в бумажнике.

11.Не верьте любой информации от позвонившего незнакомца, даже если звонок поступил с официального телефона горячей линии банка. Прервите разговор и самостоятельно позвоните на телефон горячей линии банка, набрав номер заново вручную. Помните: код вашей карты и пароли подтверждения операций не имеет права спрашивать даже сотрудник банка.

**ВНИМАНИЕ! МОШЕННИКИ!**

**НЕ ДАЙ СЕБЯ ОБМАНУТЬ!**

**В целях профилактики мошенничеств и краж с банковских карт рекомендуем:**

1.При использовании банковской карты следите, чтобы ваш PIN-код не попал в поле зрения третьих лиц.

2.При оплате услуг в любых заведениях следите за процедурой списания денежных средств, не отдавайте карту в чужие руки.

3.При продаже товара в интернете не сообщайте данные карты потенциальному покупателю, просите расчет наличными.

4.Не приобретайте товары в сомнительных интернет-магазинах, это могут оказаться мошенники.

5.При утере банковской карты или мобильного телефона, к которому подключен мобильный банк, немедленно позвоните в банк, объясните ситуацию и заблокируйте карту.

6. Не сообщайте код карты, пин-код, срок действия карты и персональные данные владельца.

7. Не совершайте никаких действий с банковской картой по указанию третьих лиц.

8. Сотрудники банков никогда не спрашивают по телефону реквизиты банковских карт.

9. Не переводите деньги на неизвестные расчетные счета и телефонные номера.

10. Выучите наизусть пин-код карты либо храните его отдельно от карты и не в бумажнике.

11.Не верьте любой информации от позвонившего незнакомца, даже если звонок поступил с официального телефона горячей линии банка. Прервите разговор и самостоятельно позвоните на телефон горячей линии банка, набрав номер заново вручную. Помните: код вашей карты и пароли подтверждения операций не имеет права спрашивать даже сотрудник банка.

**ВНИМАНИЕ! МОШЕННИКИ!**

**НЕ ДАЙ СЕБЯ ОБМАНУТЬ!**

**В целях профилактики мошенничеств и краж с банковских карт рекомендуем:**

1.При использовании банковской карты следите, чтобы ваш PIN-код не попал в поле зрения третьих лиц.

2.При оплате услуг в любых заведениях следите за процедурой списания денежных средств, не отдавайте карту в чужие руки.

3.При продаже товара в интернете не сообщайте данные карты потенциальному покупателю, просите расчет наличными.

4.Не приобретайте товары в сомнительных интернет-магазинах, это могут оказаться мошенники.

5.При утере банковской карты или мобильного телефона, к которому подключен мобильный банк, немедленно позвоните в банк, объясните ситуацию и заблокируйте карту.

6. Не сообщайте код карты, пин-код, срок действия карты и персональные данные владельца.

7. Не совершайте никаких действий с банковской картой по указанию третьих лиц.\

8. Сотрудники банков никогда не спрашивают по телефону реквизиты банковских карт.

9. Не переводите деньги на неизвестные расчетные счета и телефонные номера.

10. Выучите наизусть пин-код карты либо храните его отдельно от карты и не в бумажнике.

11.Не верьте любой информации от позвонившего незнакомца, даже если звонок поступил с официального телефона горячей линии банка. Прервите разговор и самостоятельно позвоните на телефон горячей линии банка, набрав номер заново вручную. Помните: код вашей карты и пароли подтверждения операций не имеет права спрашивать даже сотрудник банка.

**ВНИМАНИЕ! МОШЕННИКИ!**

**НЕ ДАЙ СЕБЯ ОБМАНУТЬ!**

**В целях профилактики мошенничеств и краж с банковских карт рекомендуем:**

1.При использовании банковской карты следите, чтобы ваш PIN-код не попал в поле зрения третьих лиц.

2.При оплате услуг в любых заведениях следите за процедурой списания денежных средств, не отдавайте карту в чужие руки.

3.При продаже товара в интернете не сообщайте данные карты потенциальному покупателю, просите расчет наличными.

4.Не приобретайте товары в сомнительных интернет-магазинах, это могут оказаться мошенники.

5.При утере банковской карты или мобильного телефона, к которому подключен мобильный банк, немедленно позвоните в банк, объясните ситуацию и заблокируйте карту.

6. Не сообщайте код карты, пин-код, срок действия карты и персональные данные владельца.

7. Не совершайте никаких действий с банковской картой по указанию третьих лиц.\

8. Сотрудники банков никогда не спрашивают по телефону реквизиты банковских карт.

9. Не переводите деньги на неизвестные расчетные счета и телефонные номера.

10. Выучите наизусть пин-код карты либо храните его отдельно от карты и не в бумажнике.

11.Не верьте любой информации от позвонившего незнакомца, даже если звонок поступил с официального телефона горячей линии банка. Прервите разговор и самостоятельно позвоните на телефон горячей линии банка, набрав номер заново вручную. Помните: код вашей карты и пароли подтверждения операций не имеет права спрашивать даже сотрудник банка.